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BRAVE SECURITY CORPORATION S.L  (hereinafter BraveCorp),  with tax 
domici le in SPAIN and with N. I .F .  B-01574870,  is registered in the 
Registry of the Bank of Spain of providers of virtual currency 
exchange services and custody of virtual wal lets with the number 
D764.  

BraveCorp is the owner of the website:  https://bravepay.net and the 
APP ( iOS/Android) through which the services of the BravePay and 
BravePro Platform are accessed.

https://bravepay.net


1. About this Policy 

Brave Security Corporation S.L .  ( "us" ,  "we" ,  or "our")  
operates the BravePay web and mobile appl ication 
(hereinafter referred to as the “Service”) .  

This page informs you of our pol icies regarding the 
col lection,  use and disclosure of personal data when 
you use our Serv ice and the cho ices you have 
associated with that data.  

We use your data to provide and improve the Service.  
By using the Service,  you agree to the col lection and 
use of information in accordance with this pol icy.  
Unless otherwise defined in this Pr ivacy Pol icy,  the 
terms used in this Pr ivacy Pol icy have the same 
meanings as in our Terms and Condit ions.  

Owner and Data Controller 
Brave Security Corporation S.L  
B Accelerator Tower 
Gran Vía Don Diego López de Haro,  1  
48001 Bi lbao (Bizkaia) 
Spain 

Owner Contact e-mail  
support@bravepay.net 

2. Types of Data Collected 

A m o n g t h e t y p e s o f P e r s o n a l D a t a t h a t t h i s 
Appl ication col lects ,  by itself  or through third part ies ,  
there are:  Contacts permission; Camera permission; 
Cookies;  Usage Data; email  address;  password.  

Complete detai ls on each type of Personal Data 
col lected are provided in the dedicated sections of 
this privacy pol icy or by specif ic explanation texts 
displayed prior to the Data col lection.  
Personal Data may be freely provided by the User ,  or ,  
in case of Usage Data,  col lected automatical ly when 
using this Appl ication.  

Unless specif ied otherwise,  al l  Data requested by this 
Appl ication is mandatory and fai lure to provide this 
Data may make it  impossible for this Appl ication to 
provide its services.  In cases where this Appl ication 
specif ical ly states that some Data is not mandatory,  
Users are free not to communicate this Data without 
consequences to the avai labi l i ty or the functioning of 
the Service.  

Users who are uncertain about which Personal Data is 
mandatory are welcome to contact the Owner.  

Any use of Cookies – or of other tracking tools – by 
th is Appl icat ion or by the owners of th i rd-party 
services used by this Appl ication serves the purpose 
of providing the Service required by the User ,  in 
addit ion to any other purposes descr ibed in the 

p r e s e n t d o c u m e n t a n d i n t h e C o o k i e P o l i c y ,  i f  
avai lable.  
Users are responsible for any third-party Personal 
Data obtained, publ ished or shared through th is 
Appl ication and confirm that they have the third 
party 's consent to provide the Data to the Owner.  

3. Mode and place of processing the Data 

3.1 METHODS OF PROCESSING 

The Owner takes appropriate security measures to 
p r e v e n t u n a u t h o r i z e d a c c e s s ,  d i s c l o s u r e ,  
modif ication,  or unauthorized destruction of the Data.  

The Data processing is carr ied out using computers 
and/or IT enabled tools ,  fo l lowing organizat ional 
p r o c e d u r e s a n d m o d e s s t r i c t l y r e l a t e d t o t h e 
purposes indicated. In addit ion to the Owner,  in some 
cases,  the Data may be accessible to certain types of 
persons in charge,  involved with the operation of this 
Appl ication (administration,  sales,  marketing,  legal ,  
system administration) or external part ies (such as 
third-party technical service providers ,  mail  carr iers ,  
host ing prov iders ,  I T companies ,  communicat ions 
a g e n c i e s ) a p p o i n t e d ,  i f  n e c e s s a r y ,  a s D a t a 
Processors by the Owner.  The updated l ist  of these 
part ies may be requested from the Owner at any 
t ime. 

3.2 LEGAL BASIS OF PROCESSING 

The Owner takes appropriate security measures to 
The Owner may process Personal Data relating to 
Users i f  one of the fol lowing appl ies:  

• Users have given their  consent for one or 
more specif ic purposes.  Note:  Under some 
legislat ions the Owner may be al lowed to 
p r o c e s s P e r s o n a l D a t a u n t i l  t h e U s e r 
ob jects to such process ing ( “opt-out ” ) ,  
without having to rely on consent or any 
other of the fol lowing legal bases.  This ,  
however ,  does not apply ,  whenever the 
processing of Personal Data is subject to 
European data protection law; 

• prov i s ion o f Data i s necessary fo r the 
performance of an agreement with the User 
and/or for any pre-contractual obl igations 
thereof;  

• process ing is necessary for compl iance 
with a legal obl igation to which the Owner 
is subject;  

• process ing is re lated to a task that is 
carr ied out in the publ ic interest or in the 
exercise of off icial  authority vested in the 
Owner;  
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• process ing is re lated to a task that is 
carr ied out in the publ ic interest or in the 
exercise of off icial  authority vested in the 
Owner;  

• processing is necessary for the purposes of 
the legi t imate interests pursued by the 
Owner or by a third party .  

In any case,  the Owner wi l l  gladly help to clari fy the 
specif ic legal basis that appl ies to the processing,  
and in part icular whether the provision of Personal 
Data is a statutory or contractual requirement,  or a 
requirement necessary to enter into a contract .  

3.3 LEGAL BASIS FOR PROCESSING PERSONAL DATA 
UNDER THE GENERAL DATA PROTECTION REGULATION 
(GDPR) 

I f  you are from the European Economic Area (EEA),  
B r a v e S e c u r i t y C o r p o r a t i o n S . L .  l e g a l b a s i s f o r 
c o l l e c t i n g a n d u s i n g t h e p e r s o n a l i n f o r m a t i o n 
descr ibed in th is Pr ivacy Pol icy depends on the 
Personal Data we col lect and the specif ic context in 
which we col lect i t .  Brave Security Corporation S.L .  
may process your Personal Data because:  

• We need to perform a contract with you 
• You have given us permission to do so 
• The processing is in our legit imate interests 

and it  is  not overr idden by your r ights 
• For payment processing purposes 
• To comply with the law 

3.4 PLACE 

The Data is processed at the Owner 's operat ing 
off ices and in any other places where the part ies 
involved in the processing are located. 

Depending on the User 's location,  data transfers may 
involve transferr ing the User 's Data to a country other 
than their  own. To f ind out more about the place of 
processing of such transferred Data,  Users can check 
the section containing detai ls about the processing 
of Personal Data.  
Users are also entit led to learn about the legal basis 
of Data transfers to a country outside the European 
Union or to any international organization governed 
by publ ic international law or set up by two or more 
countr ies ,  such as the UN, and about the security 
measures taken by the Owner to safeguard their  
Data.  
 
I f  any such transfer takes place,  Users can f ind out 
more by check ing the re levant sect ions o f th i s 
d o c u m e n t o r i n q u i r e w i t h t h e O w n e r u s i n g t h e 
information provided in the contact section.  

3.5 RETENTION TIME 

Personal Data shal l  be processed and stored for as 
long as required by the purpose they have been 
col lected for .  

Therefore:  

• P e r s o n a l D a t a c o l l e c t e d f o r p u r p o s e s 
related to the performance of a contract 
between the Owner and the User shal l  be 
retained unti l  such contract has been ful ly 
performed. 

• Personal Data col lected for the purposes of 
the Owner’s legit imate interests shal l  be 
retained as long as needed to fulf i l l  such 
p u r p o s e s .  U s e r s m a y f i n d s p e c i f i c 
i n f o r m a t i o n r e g a r d i n g t h e l e g i t i m a t e 
interests pursued by the Owner within the 
relevant sections of this document or by 
contacting the Owner.  

The Owner may be al lowed to retain Personal Data for 
a longer period whenever the User has given consent 
to such processing,  as long as such consent is not 
withdrawn. Furthermore,  the Owner may be obl iged to 
retain Personal Data for a longer period whenever 
required to do so for the performance of a legal 
obl igation or upon order of an authority .  
 
Once the retention period expires,  Personal Data shal l  
be deleted.  Therefore,  the r ight of access,  the r ight to 
erasure,  the r ight to rectif ication and the r ight to 
data portabi l i ty cannot be enforced after expiration 
of the retention period.  

Brave Security Corporation S.L .  wi l l  also retain Usage 
Data for internal analysis purposes.  Usage Data is 
general ly retained for a shorter period of t ime, except 
when this data is used to strengthen the security or 
to improve the functional ity of our Service,  or we are 
lega l l y ob l igated to re ta in th i s data fo r longer 
periods.  

4. The purposes of processing 

Brave Security Corporation S.L .  uses the col lected 
data for various purposes:  

• To provide and maintain our Service 
• To comply with i ts legal obl igations 
• To respond to enforcement requests 
• To protect i ts r ights and interests (or those 

of i ts Users or third part ies) 
• T o d e t e c t a n y m a l i c i o u s o r f r a u d u l e n t 

activity 
• To notify you about changes to our Service 
• D e v i c e p e r m i s s i o n s f o r P e r s o n a l D a t a 

access 
• Registration and authentication
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• Registration and authentication 
• Access to third-party accounts 
• Registrat ion and authentication provided 

directly by this Appl ication 
• To al low you to part icipate in interactive 

features of our Service when you choose to 
do so 

• To provide customer support 
• To gather analysis or valuable information 

so that we can improve our Service 
• To monitor the usage of our Service 
• To detect ,  prevent and address technical 

issues 

For specif ic information about the Personal Data used 
for each purpose,  the User may refer to the section 
“Detai led information on the processing of Personal 
Data” .  

5. Device permissions for Personal Data 
access 

D e p e n d i n g o n t h e U s e r ' s s p e c i f i c d e v i c e ,  t h i s 
Appl icat ion may request certain permissions that 
al low it  to access the User 's device Data as described 
below. 

By default ,  these permissions must be granted by the 
U s e r b e f o r e t h e r e s p e c t i v e i n f o r m a t i o n c a n b e 
accessed. Once the permission has been given,  i t  can 
be revoked by the User at any t ime. In order to revoke 
these permissions,  Users may refer to the device 
sett ings or contact the Owner for support at the 
contact detai ls provided in the present document.  
The exact procedure for control l ing app permissions 
may be dependent on the User 's device and software.  

Please note that the revoking of such permissions 
m i g h t i m p a c t t h e p r o p e r f u n c t i o n i n g o f t h i s 
Appl ication.  

I f  User grants any of the permissions l isted below, the 
respect ive Personal Data may be processed ( i .e 
a c c e s s e d t o ,  m o d i f i e d o r r e m o v e d ) b y t h i s 
Appl ication.  

5.1 APPROXIMATE LOCATION PERMISSION (CONTINUOUS) 

W e m a y u s e a n d s t o r e i n f o r m a t i o n a b o u t y o u r 
location i f  you give us permission to do so ("Location 
Data") .  We use this data to provide features of our 
Service,  to improve and customise our Service (e.g.  
D e t e r m i n e t h e l e g a l a g e a p p l i c a b l e i n a g i v e n 
location to access to certain products) .  You can 
enable or disable location services when you use our 
Service at any t ime by way of your device sett ings 

5.2 CAMERA PERMISSION 

Used for accessing the camera or capturing images 
and video from the device.  

5.3 CONTACTS PERMISSION 

Used for accessing contacts and prof i les on the 
User 's device,  including the changing of entr ies.  

6. Detailed information on the processing 
of Personal Data 

Personal Data is col lected for the fol lowing purposes 
and using the fol lowing services:  

6.1 ACCESS TO THIRD PARTY ACCOUNTS 

This type of service al lows this Appl ication to access 
Data from your account on a third-party service and 
perform actions with i t .  

These services are not activated automatical ly ,  but 
require expl icit  authorization by the User .  

6.2 ANALYTICS 

The services contained in this section enable the 
Owner to monitor and analyze web traff ic and can be 
used to keep track of User behavior .  

Google Analytics 

Google Analyt ics is a web analysis service provided 
b y G o o g l e L L C o r b y G o o g l e I r e l a n d L i m i t e d ,  
d e p e n d i n g o n t h e l o c a t i o n t h i s A p p l i c a t i o n i s 
accessed from, (“Google”) .  Google ut i l izes the Data 
co l lected to t rack and examine the use of th is 
Appl ication,  to prepare reports on its activit ies and 
share them with other Google services.  

Google may use the Data col lected to contextual ize 
and persona l i ze the ads o f i t s own adver t i s ing 
network.  

Personal Data processed: Cookies;  Usage Data.  

Place of processing:  United States –   Privacy Pol icy   –
 Opt Out;   I reland –  Privacy Pol icy  –  Opt Out.  
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6.3 REGISTRATION AND AUTHENTICATION 

By register ing or authent icat ing,  Users al low this 
Appl ication to identify them and give them access to 
dedicated services.  

Depending on what is described below, third part ies 
may provide registration and authentication services.  
In this case,  this Appl ication wi l l  be able to access 
some Data,  stored by these third-party services,  for 
registration or identif ication purposes.  

Some of the services l isted below may also col lect 
Personal Data for targeting and profi l ing purposes;  to 
f ind out more,  please refer to the descript ion of each 
service.  

Google OAuth 

Google Ireland L imited,  depending on the location 
this Appl ication is accessed from, and is connected 
to the Google network.  

Personal Data processed: various types of Data as 
specif ied in the privacy pol icy of the service.  

Place of processing:  United States –   Privacy Pol icy;  
I reland –  Privacy Pol icy.  

6.4 DEVICE PERMISSIONS FOR PERSONAL DATA ACCESS 

This Appl ication requests certain permissions from 
Users that al low it  to access the User 's device Data as 
described below. 

Device permissions for Personal Data access (this 
Application) 

This Appl ication requests certain permissions from 
Users that al low it  to access the User 's device Data as 
s u m m a r i z e d h e r e a n d d e s c r i b e d w i t h i n t h i s 
document.  

P e r s o n a l D a t a p r o c e s s e d : A p p r o x i m a t e l o c a t i o n 
p e r m i s s i o n ( c o n t i n u o u s ) ;  C a m e r a p e r m i s s i o n ; 
Contacts permission.  

6.5 REGISTRATION AND AUTHENTICATION PROVIDED 
DIRECTLY BY THIS APPLICATION 

By register ing or authent icat ing,  Users al low this 
Appl ication to identify them and give them access to 
dedicated services.  The Personal Data is col lected 
and stored for registration or identif ication purposes 
only .  The Data col lected are only those necessary for 
the provision of the service requested by the Users.  

Direct registration (this Application) 

The User registers by f i l l ing out the registration form 
and provid ing the Personal Data di rect ly to th is 
Appl ication.  
Personal Data processed: email  address;  password,  
date of bir th ,  p icture ,  ID or Passport ,  bank card 
detai ls ,  bank account detai ls ,  company registration 
detai ls .  

7. Transfer of Data 

Your information,  including Personal Data,  may be 
transferred to - and maintained on - computers 
located outside of your state,  province,  country or 
o t h e r g o v e r n m e n t a l j u r i s d i c t i o n w h e r e t h e d a t a 
p r o t e c t i o n l a w s m a y d i f f e r f r o m t h o s e o f y o u r 
jur isdict ion.  I f  you are located outside Spain and 
choose to provide information to us,  please note that 
we transfer the data,  including Personal Data,  to 
Spain and process it  there.  

Your consent to this Pr ivacy Pol icy fol lowed by your 
submiss ion o f such in fo rmat ion represents your 
a g r e e m e n t t o t h a t t r a n s f e r .  B r a v e S e c u r i t y 
Corporation S.L .  wi l l  take al l  the steps reasonably 
n e c e s s a r y t o e n s u r e t h a t y o u r d a t a i s t r e a t e d 
securely and in accordance with this Pr ivacy Pol icy 
and no transfer of your Personal Data wi l l  take place 
to an organization or a country unless there are 
adequate controls in place including the security of 
your data and other personal information.  

8. Disclosure of Data 

8.1 BUSINESS TRANSACTION 

I f  Brave Security Corporation S.L .  is  involved in a 
merger ,  acquisit ion or asset sale,  your Personal Data 
may be transferred.  We wi l l  provide notice before 
your Persona l Data i s t rans fer red and becomes 
subject to a different Pr ivacy Pol icy.  

8.2 DISCLOSURE OF LAW ENFORCEMENT 

U n d e r c e r t a i n c i r c u m s t a n c e s ,  B r a v e S e c u r i t y 
Corporation S.L .  may be required to disclose your 
Personal Data i f  required to do so by law or in 
response to val id requests by publ ic authorit ies (e.g.  
a court or a government agency).  

8.3 LEGAL REQUIREMENTS 

Brave Security Corporation S.L .  may disclose your 
Personal Data in the good faith bel ief that such 
action is necessary to:
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• To comply with a legal obl igation 
• T o p r o t e c t a n d d e f e n d t h e r i g h t s o r 

property of Brave Security Corporation S.L .  
• T o p r e v e n t o r i n v e s t i g a t e p o s s i b l e 

wrongdoing in connection with the Service 
• To protect the personal safety of users of 

the Service or the publ ic 
• To protect against legal l iabi l i ty 

9. Security of Data 

The security of your data is important to us but 
remember that no method of transmission over the 
Internet or method of e lectronic storage is 100% 
s e c u r e .  W h i l e w e s t r i v e t o u s e c o m m e r c i a l l y 
acceptable means to protect your Personal Data,  we 
cannot guarantee its absolute security .  

10. Our Policy on "Do Not Track" Signals 
under the California Online Protection Act 
(CalOPPA) 

We do not support Do Not Track ("DNT") .  Do Not Track 
is a preference you can set in your web browser to 
inform websites that you do not want to be tracked. 

You can enable or disable Do Not Track by vis it ing the 
Preferences or Sett ings page of your web browser.  

11. The rights of the users 

Users may exercise certain r ights regarding their  
Data processed by the Owner.  
In part icular ,  Users have the r ight to do the fol lowing: 

• Withdraw their  consent at any time.   Users 
have the r ight to withdraw consent where 
they have previously given their  consent to 
the processing of their  Personal Data.  

• Object to processing of their  Data .   Users 
have the r ight to object to the processing 
of their  Data i f  the processing is carr ied out 
on a legal basis other than consent .  Further 
d e t a i l s a r e p r o v i d e d i n t h e d e d i c a t e d 
section below. 

• Access their  Data.   Users have the r ight to 
learn i f  Data is being processed by the 
Owner,  obtain disclosure regarding certain 
aspects of the processing and obtain a 
copy of the Data undergoing processing.  

• Verify and seek rectif ication.   Users have 
the r ight to veri fy the accuracy of their  
Data and ask for i t  to be updated or 
corrected. 

• Restrict the processing of their  Data.  Users 
h a v e t h e r i g h t ,  u n d e r c e r t a i n 
circumstances,  to restr ict the processing of 
their  Data.  In this case,  the Owner wi l l  not 
process their  Data for any purpose other 
than storing it .  

• H a v e t h e i r  P e r s o n a l D a t a d e l e t e d o r 
otherwise removed.   Users have the r ight ,  
under certain circumstances,  to obtain the 
erasure of their  Data from the Owner.  

• Receive their  Data and have it  transferred 
to another controller .   Users have the r ight 
t o r e c e i v e t h e i r  D a t a i n a s t r u c t u r e d ,  
commonly used and machine readable 
format and, i f  technical ly feasible,  to have 
it  transmitted to another control ler without 
any hindrance. This provision is appl icable 
provided that the Data is processed by 
automated means and that the processing 
i s b a s e d o n t h e U s e r ' s c o n s e n t ,  o n a 
contract which the User is part of or on 
pre-contractual obl igations thereof .  

• Lodge a complaint.   Users have the r ight to 
bring a claim before their  competent data 
protection authority .  

Details about the right to object to processing 

Where Persona l Data i s p rocessed fo r a pub l ic 
interest ,  in the exercise of an off icial  authority vested 
in the Owner or for the purposes of the legit imate 
interests pursued by the Owner,  Users may object to 
such processing by providing a ground related to 
their  part icular s ituation to just i fy the objection.  

Users must know that ,  however ,  should their  Personal 
Data be processed for direct marketing purposes,  
they can object to that processing at any t ime 
without providing any just i f ication.  To learn,  whether 
the Owner is processing Personal Data for direct 
marketing purposes,  Users may refer to the relevant 
sections of this document.  

12. Service Providers 

W e m a y e m p l o y t h i r d p a r t y c o m p a n i e s a n d 
i n d i v i d u a l s t o f a c i l i t a t e o u r S e r v i c e ( " S e r v i c e 
Providers") ,  provide the Service on our behalf ,  perform 
Service-related services or assist us in analyzing how 
our Service is used. These third part ies have access 
to your Personal Data only to perform these tasks on 
our behalf  and are obl igated not to disclose or use it  
for any other purpose.
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12.1 ANALYTICS 

We may use third-party Service Providers to monitor 
and analyse the use of our Service.  

Firebase 

Firebase is an analyt ics service provided by Google 
Inc.  
You may opt-out of certain Firebase features through 
your mobile device sett ings,  such as your device 
advert is ing sett ings or by fol lowing the instructions 
provided by Google in their  Pr ivacy Pol icy.  

We also encourage you to review the Google's pol icy 
for safeguarding your data.  

For more information on what type of information 
Firebase col lects ,  please vis it  the Google Pr ivacy & 
Terms web page. 

12.2 PAYMENTS 

We may provide paid products and/or services within 
the Service.  In that case,  we use third-party services 
for payment processing (e.g.  payment processors) .  
We wi l l  not store or col lect your payment card detai ls .  
That information is provided directly to our third-
p a r t y p a y m e n t p r o c e s s o r s w h o s e u s e o f y o u r 
personal information is governed by their  Pr ivacy 
Pol icy .  These payment processors adhere to the 
standards set by PCI-DSS as managed by the PCI 
Security Standards Counci l ,  which is a joint effort of 
brands l ike Visa,  MasterCard,  American Express and 
D i s c o v e r .  P C I - D S S r e q u i r e m e n t s h e l p e n s u r e t h e 
secure handl ing of payment information.  

The payment processors we work with are:  

Apple Store In-App Payments 
Their  Pr ivacy Pol icy can be viewed here 

Google Play In-App Payments 
Their  Pr ivacy Pol icy can be viewed here 

Stripe 
Their  Pr ivacy Pol icy can be viewed here 

PayPal / Braintree 
Their  Pr ivacy Pol icy can be viewed here 

FastSpring 
Their  Pr ivacy Pol icy can be viewed here 

Authorize .net 
Their  Pr ivacy Pol icy can be viewed here 

2Checkout 
Their  Pr ivacy Pol icy can be viewed here 

SagePay 
Their  Pr ivacy Pol icy can be viewed here 

Square 
Their  Pr ivacy Pol icy can be viewed here 

Go Cardless 
Their  Pr ivacy Pol icy can be viewed here 

Elavon 
Their  Pr ivacy Pol icy can be viewed here 

Verifone 
Their  Pr ivacy Pol icy can be viewed here 

Wechat 
Their  Pr ivacy Pol icy can be viewed here 

AliPay 
Their  Pr ivacy Pol icy can be viewed here 

12.3 IDENTITY VERIFICATION 

For AML purposes,  we may use third-party Service 
P r o v i d e r s t o a s s e s s t h e a u t h e n t i c i t y o f o f f i c i a l  
documents and verify the age and identity of the 
users.  

ID Analyzer 
Their  Pr ivacy Pol icy can be viewed here 

13. Links to other sites 

Our Service may contain l inks to other sites that are 
not operated by us.  I f  you cl ick a third party l ink ,  you 
wi l l  be directed to that third party 's s ite .  We strongly 
advise you to review the Pr ivacy Pol icy of every site 
you vis it .  We have no control  over and assume no 
responsibi l i ty for the content ,  pr ivacy pol ic ies or 
practices of any third party sites or services.  

14. Children’s privacy 

Our Service does not address anyone under the age 
of 14 (“Chi ldren”) .  

We do not knowingly col lect personal ly identif iable 
information from anyone under the age of 14 .  I f  you 
are a parent or guardian and you are aware that your 
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https://policies.google.com/privacy
https://support.google.com/analytics/answer/6004245
https://policies.google.com/privacy
https://policies.google.com/privacy
https://www.apple.com/legal/privacy/en-ww/
https://policies.google.com/privacy
https://stripe.com/us/privacy
https://www.paypal.com/webapps/mpp/ua/privacy-full
https://fastspring.com/privacy/
https://www.authorize.net/company/privacy/
https://www.2checkout.com/policies/privacy-policy
https://www.sagepay.co.uk/policies
https://squareup.com/legal/privacy-no-account
https://gocardless.com/en-eu/legal/privacy/
https://www.elavon.com/privacy-pledge.html
https://www.verifone.com/en/us/legal
https://www.wechat.com/en/privacy_policy.html
https://render.alipay.com/p/f/agreementpages/alipayglobalprivacypolicy.html
https://www.idanalyzer.com/privacy-policy.html


Child has provided us with Personal Data,  please 
contact us .  I f  we become aware that we have 
c o l l e c t e d P e r s o n a l D a t a f r o m c h i l d r e n w i t h o u t 
veri f ication of parental consent ,  we take steps to 
remove that information from our servers.  ur Service 
may contain l inks to other sites that are not operated 
by us.  I f  you cl ick a third party l ink ,  you wi l l  be 
directed to that third party 's s ite .  We strongly advise 
you to review the Pr ivacy Pol icy of every site you vis it .  
W e h a v e n o c o n t r o l  o v e r a n d a s s u m e n o 
responsibi l i ty for the content ,  pr ivacy pol ic ies or 
practices of any third party sites or services.  

15. Changes in this policy 

We may update our Pr ivacy Pol icy from t ime to t ime. 
We wi l l  noti fy you of any changes by posting the new 
Privacy Pol icy on this page. We wi l l  let you know via 
email  and/or a prominent notice on our Service,  pr ior 
to the change becoming effective and update the 
"effective date" at the top of this Pr ivacy Pol icy.  

Y o u a r e a d v i s e d t o r e v i e w t h i s P r i v a c y P o l i c y 
periodical ly for any changes.  Changes to this Pr ivacy 
Pol icy are effective when they are posted on this 
page. 

16. Contact us 

I f  you have any questions about this Pr ivacy Pol icy,  
please contact us:   

By email :  support@BravePay.net 
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